
Privacy Policy

This Privacy Policy describes how Preshent collects, uses, and discloses information associated
with an identified or identifiable individual (referred to in this Privacy Policy as “Personal Data”)
and what choices you have around this activity. If you have any questions, please don’t hesitate
to contact us.

When we refer to “Preshent,” we mean Preshent Corporation, as explained in more detail in the
“Identifying the Data Controller and Processor” section below.

Applicability of This Privacy Policy

This Privacy Policy applies to Preshent’s online workplace productivity tools and platform,
including the associated Preshent mobile and desktop applications (collectively, the “Services”),
Preshent.io, and other Preshent websites (collectively, the “Websites”), as well as any other
interactions (e.g., customer service inquiries, user conferences, etc.) you may have with
Preshent. If you do not agree with this Privacy Policy, then do not access or use the Services,
Websites, or any other aspect of Preshent’s business. For the avoidance of doubt, this is the
only privacy policy that applies to Preshent.

International Users

While Preshent Corporation is a Connecticut-based company, we understand that our users
may be located in different regions worldwide. Therefore, we comply with international privacy
and data protection standards, including the European Union’s General Data Protection
Regulation (GDPR) and other relevant global privacy laws. By accessing our Services, you
consent to the transfer and processing of your Personal Data in accordance with this Privacy
Policy.

Third-Party Services and Data Transfers

This Privacy Policy does not apply to any third-party applications or software that integrate with
the Services through the Preshent platform (“Third-Party Services”), or any other third-party
products, services, or businesses. These third parties will provide their services under their own
terms of service and privacy policies.

A separate agreement governs the delivery, access, and use of the Services (the “Customer
Agreement”), including the processing of data such as messages, files, or other content
submitted through Services accounts (collectively, “Customer Data”). The organization (e.g.,
your employer or another entity) that entered into the Customer Agreement (“Customer”)
controls its instance of the Services (its “Workspace”) and any associated Customer Data. If you
have any questions about specific Workspace settings and privacy practices, please contact the
Customer whose Workspace you use. If you have an account, you can check
http://Preshent.io/account/team for the contact information of your Workspace owner(s) and



administrator(s). If you have received an invitation to join a Workspace but have not yet created
an account, you should request assistance from the Customer that sent the invitation.

Information We Collect And Receive

Preshent will collect and receive information through operating the Services and Websites, and
through other interactions with Preshent. Such information will include Customer Data and other
information and data (“Other Information”) in a variety of ways:

● Customer Data. Customers or individuals granted access to a Workspace by a
Customer (“Authorized Users”) routinely submit Customer Data (such as messages,
files, or other content submitted through Services accounts) to Preshent when using the
Services.

● Other Information. Preshent also collects, generates, and/or receives the following
categories of Other Information:

Contacting Preshent

Please feel free to contact Preshent if you have any questions about this Privacy Policy or
Preshent’s practices, or if you are seeking to exercise any of your statutory rights. Preshent will
respond within a reasonable timeframe. You may contact us at privacy@Preshent.com or at our
mailing address below:

For Customers and Authorized Users who use Workspaces established for Customers
worldwide:

Preshent Corporation
167 Cherry St.

Milford, CT 06460

United States


